Cloud computing in government organizations: towards a new comprehensive model
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Abstract— Cloud computing is a new information technology paradigm, one which has been adopted in many different sectors. Many developing countries are working on improving e-government to provide services to their citizens that are integrated and effective. Therefore, the Saudi government has made improving e-government a high priority. The aim of this study is to explore significant factors affecting the adoption of cloud computing in e-government services in Saudi Arabia as a case study. After identifying these factors, we propose a new comprehensive model for the Adoption of Cloud Computing in Saudi G-GOVERNMENT (ACCE-GOV) that has been adopted from the Technology Organisation Environment (TOE) framework and the Diffusion of Innovations (DOI) theory. This research model examines factors of technological context (compatibility, complexity, service quality, security, and relative advantages), organisational context (top management support, organisation size, and technology readiness), environmental context (regulations and competitive pressures), and social context (awareness, trust, and attitude) in regard to the adoption of cloud computing. Ultimately, this study enhances the decision-making of the Saudi government through understanding and highlighting the most important factors that influence the adoption of cloud computing in an e-government context. This is a position paper, reporting on the work in progress. The findings of this study will be useful for the researchers who consider suitability of different methodological approaches for cloud computing adoption and evaluation.
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I. INTRODUCTION

With the development of computer science and the Internet, cloud computing has become an important part of the development of information systems. Cloud computing has been defined as an application that enables a user to access any network everywhere and share configurable computing resources (such as networks, servers, storage, applications, and services) through easy access to information with minimal management. The adoption of cloud computing in e-government in the public sector provides a wide range of benefits, such as improved efficiency, facilitating the completion of operations, and providing high-quality services. Cloud computing has revolutionised the adoption of IT in various sectors.

In context, cloud computing has several features which define its function and which organisations have taken advantage of. One of the most significant benefits of cloud computing is online storage as a framework for technology [1]. This can use networks to connect servers and storage devices, which facilitates deployment of storage solutions. In addition, it gives online service providers the ability to assist customers around the world in order to turn their aspirations into achievements by taking advantage of the efficiency and speed of the Internet. More specifically, the cloud computing concept allows users to access information and data at any time, from anywhere without restrictions or requirements for hardware equipment [3]. Generally, services management is a requirement in cloud computing, particularly to allow personal computers to access cloud based services over the Internet. In recent years, this has attracted greater attention of investors. For example, recent rejuvenation of Microsoft’s fortunes can be attributed in a large part to the success of their Azure cloud-services business [11]. As such, cloud services can contribute to the flexibility of an organisation’s computing infrastructure, increase their capacity to deliver e-service solutions, while reducing their IT infrastructure costs; even if demand increases [2].

Moreover, developing countries, especially Saudi Arabia, face many challenges in the digital divide, which refers to the gap between access to e-services provided by government organizations and their citizens. Therefore, the Saudi e-government system is still in the initial stages of adopting cloud computing for the provision of electronic services. Consequently, e-government systems suffer from weaknesses in providing services and technical assistance through the portal of e-services. One major challenge that faces Saudi e-government services is the lack of IT infrastructure in their e-government systems. For example, citizens are not able to access e-government services easily, say on a mobile phone platform or tablet computer. Also, the quality of e-government services does not match the expectations of citizens [7]. Other challenges influencing the adoption of cloud computing in e-government systems include availability, trust, cost, and the issue of security.

Based on the current implementation of Saudi e-government systems, most Saudi government agencies lack the quality of their own services on the Internet. However, most of these services are incomplete due to poor infrastructure, while some government agencies seek solutions that reduce the cost of developing IT infrastructure and improve services delivery. This research paper seeks to answer the question:

- What are the factors that affect the adoption of cloud computing on e-government services in Saudi Arabia from an IT employer’s perspective?

The findings of this study identified new factors that are likely to influence the adoption of cloud computing on e-government services. Moreover, this paper proposes a comprehensive new model to adopt and verify the factors that most affect the adoption of cloud computing.
II. LITERATURE REVIEW

Most current cloud studies are exploratory or descriptive in nature. A number of researchers have previously made several attempts to help organisations to adopt cloud computing. Alkhwaldi, et. al. [4] conducted a study that investigated the factors that affect cloud computing, such as costs, benefits and cloud-based cloud security, at the organisational level within SMEs. Similarly, a study by Lal and Bharadwaj [22] focused on integrating an existing e-government system with cloud computing using the TOE model [6]. Martin’s et al. [9] found that awareness, relative advantage, cultural environment and organisational attitudes have an influence on the intention of organisations to adopt cloud computing [7]. Martin’s et al. [9] suggested that the measurement of any success of new technologies depends on the context of the system or organisations.

Thus, most of these studies have been focused on identifying the factors from the organisational perspective, whereas there is a need to consider factors influencing organisations perspective to adopt a new technology from the technology perspective.

Some scientists and researchers have discussed cloud computing contributions in regard to how to provide computer infrastructure and services. For example, Al Badi et al. [11] proposed a financial incentives model for adopting cloud computing based on the TOE model. In their extensive study of the determining factors, many interviews were conducted with employees in the government of Oman. This model explores factors in the organisational context that have a direct impact in either restricting or helping to adopt technological innovation. Alshura et. al. [12] agreed that supporting the regulatory environment is an important factor in the adoption of innovation to be conducive to the achievement of the organisation’s objectives. Hence, it is necessary to determine the factors that impact on how to increase the efficiency and achievement of an organisation’s objectives that focus on adoption of cloud computing.

III. E-GOVERNANCE IN SAUDI ARABIA

The Saudi government established the e-government Yesser program in 2005 to increase the efficiency of the public sector's productivity and providing better services for individuals and business [8]. The objective of this national e-government program is transforming the government sector into an information society. However, in Saudi Arabia, IT is still a relatively modern technology compared to other developed countries, such as the United States, the United Kingdom and Germany [15]. Therefore, many sectors, from both public and private organisations, have invested in information technology systems in one way or another to develop and improve the efficiency and effectiveness of e-services, which has made developing such services an important government priority.

Saudi Arabia has faced obstacles to the development of the ICT due to lack of IT infrastructure. According to a United Nations e-government survey in 2018, based on the e-government Development Index, the Saudi e-government is ranked No. 52, achieving a high indicator of 0. 7119 [16]. A study conducted by Al-Nuaim, [17] to evaluate the Saudi e-Government services providers indicated that nine Saudi ministries provide e-Government services, also indicating that 41% of these ministries were not implementing full e-government services.

Moreover, a study conducted by [18] ten Saudi ministries provide e-government services, indicating that 45.4% of these ministries were completely or partially at the e-government services presence stage; and only three Saudi ministries provide e-government services, which represents that 13.6% were at the Saudi e-government services interaction level. Therefore, the Saudi government seeks to encourage innovation and investment which adopts modern and advanced ICT. Therefore, there are many problems facing the adoption of cloud computing in Saudi Arabia, which is one of the most complex countries because of the diversity of its problems [19]. These problems are not limited to scientific challenges, but also include, importantly, cultural differences, educational levels, political systems, and social levels.

IV. THEORETICAL FOUNDATION

Over the past two decades, intensive research has been conducted using different models to investigate how to adopt different types of information technology in organisations [15]. Some research considers the adoption of new technologies using the TOE Model, which allows us to identify the most important factors affecting adoption [23].

A. Diffusion of Innovation Theory (DOI)

Diffusion of innovation (DOI) was first designed by Rogers in the 1960s, the purpose of which was to study the dissemination of innovation in society. In 1995, the DOI theory model was further developed by Rogers [24] to analyse and discuss an influence adopting new technology through its implementation in electronic systems. The DOI theory is an important model for determining the factors that influence innovation adoption in order to provide a better environment for Information system (IS) research and improve the ability to measure users’ perceptions of IT innovations. The literature on DOI frameworks suggests that the factor of observability can be measured by the adopted technology from the perspective of the user or organisation.

As such, it will be useful to examine this observability factor to achieve the objectives of this study. In addition, other variables in DOI are experimental factors, which are commensurate with the intention of organisations to adopt new technologies, including e-government systems.

B. Technology-Organisation-Environment(TOE) Framework

Tornatzky and Fleischer designed the TOE framework in 1990. This framework aims to identify the components of the organisation that have an impact on the adoption and implementation of technological innovations [25]. The TOE model consists of three elements, which revolve around technological problems, internal and external factors, and organisations [9]. The first element refers to the technological issues facing the organisation that intends to adopt a technology, such as IT infrastructure, security and quality of services. The second factor refers to internal and external factors that have an impact on the organisation, such as competition in the market and regulations and policies, while the third factor describes the organisation in terms of the...
nature of its activity, size and the structure of organisations [26].

In the TOE framework, there is a relationship with Rogers' theory of innovation diffusion, by focusing on both individual and organisational characteristics. Moreover, through studies that have been conducted, it is seen that the TOE framework assists in the adoption of technology in organisations.

V. RESEARCH MODEL

The proposed research model in this paper seeks to examine the influencing factors on the adoption of cloud computing in e-government in Saudi Arabia. The model is developed on the basis of four theoretical concepts:

- a) Technological context
- b) Organisational context
- c) Environmental context
- d) Social context

This model joins a more theoretical perspective to have a comprehensive model for understanding the factors that influence the adoption of information technology. The theoretical models are the Technology and Environment Organisation (TOE) model integrating the critical factors from the Diffusion of Innovations (DOI) theory for a better understanding of regulatory decisions and the factors related to adopting of cloud computing in e-government in Saudi Arabia.

This study proposes a model that identifies the factors that most influence the adoption of cloud computing in Saudi e-government (ACCE-GOV) sector. Therefore, the goal of this research is to present an integrated model (ACCE-GOV) that attempts to find how it is possible to enhance the adoption of cloud computing in the government sector in Saudi Arabia. As a result, the proposed model combines the factors, as shown in Fig 1.
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Fig. 1. The conceptual model for the adoption of cloud computing in Saudi e-government (ACCE-GOV)

A. The organisational context

- Top management support: considers how the role of how top management has an important influence on the adoption of cloud computing. Therefore, top management support refers to the role of top managers in supporting decision-making that adopts and implements information technology in order to seek to develop the organisation with technological investments [7]. Based on our literature review concerning the adoption of cloud computing, it is found that top management support is one of the most important factors affecting the adoption of IT at the organisational level [20]. In the context of e-government, the participation of top management in the development of ICT has led to a positive attitude related to the decisions made on the adoption of cloud-based services [22]. Top management support encourages IT employees to adopt the new technology as a means of improving organisational effectiveness.

- Organisational size: one of the factors that can affect the adoption of cloud computing is the organisation’s size. Studies have shown that bigger organisations need to expand into using new technology, which can influence them to adopt cloud computing for service delivery [29]. Moreover, organisational size, according to the TOE structure, was one of the most important factors influencing the organisations' intention to accept innovation [30]. Kurdi et al. [7] have also found that the organisation’s size has a positive impact on investment in cloud computing technology. Low et al. [32] found that the organisation’s size will affect the adoption of new technology. Small organisations tend not to adopt new technologies, because they have concerns about the failure to invest in new technologies due to limited resources and experience. Therefore, the impact of organisational size is one of the factors that have an important impact on the adoption of cloud computing in e-government.

- Technology readiness: is one of the critical factors that will influence the adoption of cloud computing in organisations [28]. Technology readiness refers to the maturity level of the network technologies and enterprise systems that can adopt cloud computing. Technology readiness has a significant impact on leadership when it comes to making a decision on adopting an innovation [35]. Governments in developing countries face difficult social, economic and political constraints that limit their ability to invest in expensive information systems to compete on the world stage. A study by [11] focused on integrating the existing e-government system and found that in the IT of ministries, 62.8% had infrastructural weakness and 46.6% of ministries had a lack of security and privacy of information, which has an influence on the intention of organisations in the adoption of cloud computing. In any organisation, having a strong ICT infrastructure is an important factor for success. Azam [31] found that the readiness of an ICT infrastructure helps in the adoption of new technologies. Government organisations that give full support encourage the promotion of the development of technology and communications in government agencies. Organisations in Saudi Arabia have a lack of technical readiness, which means that the infrastructure of technology and human resources related to IT makes it difficult to adopt new technology.
B. Technological Context

- **Compatibility:** refers to “… the degree to which an innovation is perceived as consistent with the existing values, past experiences, and needs of potential adopters.” The compatibility of processes with the standards of organisations is considered an influential technological factor in the adoption of new technologies in an organisation [38]. Based on the theory of diffusion of innovation [34], compatibility is one of the important factors of the major predictions that affect the adoption of information systems in organisations. Competent innovations facilitate consumer understanding and use of technology, reflecting on organisations’ improved service delivery and technology development services. Cloud computing needs to be compatible with existing systems, as some organisations suffer from lack of infrastructure.

- **Complexity:** described as “… the degree to which an innovation is perceived as relatively difficult to understand and use” [32]. Recent studies state that understanding the level of perceived difficulty in adoption of cloud computing will enhance the organisation’s intention to either adopt or ignore it [36]. In fact, the adoption of cloud computing contributes to e-services, saving the time to perform tasks, which increases the efficiency of data transfer [33]. One of the benefits of adopting cloud computing is the ease of use. Cloud computing is inversely proportional to complexity in the implementation. Small organisations perceive cloud computing as highly complex, and this perception is due to lack of skills, and availability of IT resources to evaluate cloud computing. Thus, most organisations in Saudi Arabia are still concerned about adopting new technology, because of the complexity associated with this adoption.

- **Service quality:** refers to the result of the comparison between the service provider and customer satisfaction with the service and their understanding of the way the service was implemented [42]. The service quality is an important factor for higher levels in the adoption of new technologies [43]. Alshehri et al. [14] found that culture in Saudi Arabia plays a role in decision-makers in their intention to adopt new systems. Moreover, the culture of users around the use of the Internet in Saudi Arabia can contribute to the development of modern technologies in providing better services. For this reason, the use of the Internet is about 96% on an average rate of 1-5 hours. There are many IS studies that have discussed measuring service quality by attention to various aspects of quality. Jain and Aggarwal [39] state that the service quality could enhance user satisfaction in enabling them to adopt online services. High service quality increases intention to adopt and use e-government systems. Service quality has received great attention in various sectors of the IS field. Therefore, service quality has an influence on an organisation’s management to adopt cloud computing services.

- **Relative Advantage:** refers to “… the degree to which an innovation is perceived as being better than the idea it supersedes” [37]. Comparative advantage drives organisations to switch to cloud computing if their adoption can reduce operational costs and improve service delivery [46]. One of the most important innovations of innovation theory is perceived relative advantages [28]. Relative advantage supports a positive and important relationship as to the benefits of cloud computing. For example, easy access to services, reduced cost [47]. Therefore, relative advantages are likely to affect organisations’ decisions that support the adoption of cloud computing, which gives an appropriate impression about the future of cloud computing. In fact, organisations need to avoid the costs associated with systems and the maintenance of IT infrastructure. Thus, in Saudi government organisations they are, through cloud computing, able to increase resources and infrastructure that meet the requirements in order to provide better services.

- **Security:** many researchers have identified that security issues are one of the most influential elements of users’ trust in technology. Security refers to the degree to which a user and organisation’s information is safe and protected by the cloud storage provider [28]. Research also suggests that they should consider the technical measures based on policies and regulations to protect data, in order to prevent them from falling into unauthorised hands. Senyo et al. [43] state that governments need to put in place penalties to deter illegal access to data. This type of legislation contributes to increasing the trust of citizens in adopting e-government services. Security is an important concern in the adoption of cloud computing in e-government services [49]. Users still suffer from low level of protection of personal information and sharing information raises concerns of theft and lack of trust in online services. E-government services in developing countries have suffered from security issues, which leads to a lack trust for online services by citizens.

C. Environmental context

- **Regulations:** refer to the rules and policies that are applied by organisations in order to persuade there to be an increase in the adoption of IT innovations [50]. For this, governments have the ability to promote the adoption of cloud computing by drafting regulations in order to encourage organisations to invest. The government regulations have a positive effect by reducing the restrictions related to the adoption of new technologies [31]. Karim and Rampersad [34] have stated that compliance with the government’s regulatory and legal frameworks is supportive of cloud adoption. Cloud providers provide a guarantee that the data are not available to other countries in order to comply with the laws and regulations. The organisation’s regulations should fit with the organisations’ intent to adopt cloud computing.

- **Competitive pressures:** refers to the level of pressure felt by organisations to increase demand by effectively providing services to users [31]. Therefore, one of the most important steps to achieving the
objectives of the organisation should be keeping pace with information technology [51]. The competitive pressure to achieve the vision of the organisation is an important factor in the adoption of information technology. Previous studies [47] have discussed that information technology is characterised by rapid change. Organisations are increasingly faced with the development of the organisation's technical qualities and training related to the next generation of technologies. Thus, competitive pressure in organisations requires to significantly understand the market’s requirements and increase operational efficiency to enhance the adoption and the advantages of new technology.

D. Social Context

- **Trust**: can be generally understood as “The degree to which people trust e-Government policy and service that can be received from another party” [28]. Although trust in technology differs from the concept of trust in general, researchers point out that trust in technology exists when users’ expectations are met by interacting with technology having reliability [45]. Trust is a crucial factor in influencing adopting new technology. Service providers attempt to build trust on all levels of online transactions through effective service quality and ease of use [52]. Trust has a major impact on online services. Governments provide adequate services in a way that is appropriate to the levels of the underdeveloped users in order to increase the adoption of the e-services and which contributes to the citizens’ trust [50]. It is difficult for cloud service providers to determine the location of data storage because of the lack of infrastructures in these countries, so they have to store data in foreign locations.

- **Awareness**: refers to “An understanding of the activities of others, which provides a context for your own activity” [38]. Awareness plays an important role in identifying the characteristics of new technologies from other technologies and how they are presented to investors. The government seeks to increase citizens’ awareness to encourage citizens to adopt e-government services [55]. According to [53] cloud computing providers have identified that awareness is one of the barriers that affect the adoption of cloud computing in e-government. One of the major concerns regarding the deployment and use of cloud computing is the lack of awareness of the existence of related services [49]. A study conducted by [14] showed the adoption and use of e-government in Saudi Arabia from the perspective of users and found that e-government use accounted for 85% of users and satisfaction rate was 75% of services delivery in the use of the Saudi Arabia e-government portal “Saudi.gov.sa”. In addition, the number of transactions conducted for many basic services was low because there are technical problems in the data centre in most of the ministries that provide electronic services. Furthermore, governments need to pay attention to e-government initiatives to ensure the adoption of effective technologies that improve the delivery of e-government services to meet user satisfaction.

- **Attitude**: refers to “positive attitudes toward the system and willingness to participate in the implementation and to accept the change brought about by the system” [48]. Cloud computing dramatically expands data storage capacity, making it easier to manage and synchronise data in different business environments, and impact organisational attitude about the benefits of cloud computing [57]. Attitudes have an impact on the perception of organisational behaviour towards cloud computing. Previous research suggested that decision-makers’ attitudes towards adopting new technologies play an important role in determining their behaviour [45]. Governments give more attention to e-government services that are reliant on the latest technology to provide a service that provides easy access and high level of service quality. In developing countries, especially in Saudi Arabia, there are attempts to shift e-government systems to adopt cloud computing. This has led to better service while converting the organisational attitude towards cloud computing.

VI. METHODOLOGY

In this study, the methodology that we will apply is mixed methods. Both quantitative (survey) and qualitative (semi-structured interviews) methods will be used in a complementary manner. In the IS research field, a combined methodology of both quantitative and qualitative analysis is more common.

The quantitative method will be the main method of data collection utilising a survey questionnaire. The questionnaire will be distributed in different government organisations in Saudi Arabia, electronically and manually, so as to be more comprehensive. The target sample size will be around 400 responses. In this study will identify the respondents in the organization who are most in IT employers and top management of an organisations. To target respondents who assume the role of a key informant in knowledgeable about cloud computing to increase content validity. we encourage all participants that should be filled out this survey have familiar cloud computing by providing a description of cloud computing. The data analysis of the survey will be the research model, validated using descriptive statistics as well as the structural equation model (SEM).

In the second stage, the qualitative method will be conducted with top managers, IT management professionals and IT department staff in order to understand in-depth the most important factors affecting the adoption of cloud computing from a managerial perspective. Face-to-face interviews will conduct by researcher which will semi-structured questions use during the interviews. Interview questions include general questions asking to describe the issues and challenges you face in your current online system in term and their experience with the adoption cloud computing, as well as sub-questions such as the reasons that prevent to adopt cloud computing in government organisations in Saudi Arabia, also, which factors that impact the adoption of cloud computing in government organisations. The notes taken from the field will be organised and coded into NVivo software. These codes will be used to generate categories or themes for analysis.
E-government in Saudi Arabia is still in the initial stage of adopting cloud computing, which has suffered from a lack of IT infrastructure. To understand these challenges, this study investigates those factors that prevent organisations from adopting cloud computing. Moreover, we develop a new comprehensive model for the adoption of cloud computing in Saudi e-government, in order to identify and gain an in-depth understanding of the biggest factors influencing an organisation’s decision to adopt cloud computing. Finally, this comprehensive model is a universal model that will have an impact on e-government decision makers and ICT managers in the Saudi government in public sector by identifying the factors influencing the adoption of cloud computing in order to improve the provision of effective e-services over the Internet.
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